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A Pseudo-Bayesian ALOHA Algorithm with Mixed Priorities ∗
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Abstract. In reservation-based multiple access protocols, before obtaining a contention-free access to the channel, a mobile terminal must wait for its
request packet to be successfully sent to the base station. A pseudo-Bayesian ALOHA algorithm with multiple priorities is proposed in this paper to
reduce the waiting time of delay sensitive request packets in a multimedia environment. Packets are transmitted in each slot according to a transmission
probability based on the channel history and a priority parameter assigned to their respective priority class. An adaptation of the slotted protocolto
the framed environment proposed for wireless ATM is also described. Simulation results are presented to show that the protocol offers a significant
delay improvement for high priority packets with both Poisson and self-similar traffic while low priority packets only experience a slight performance
degradation.
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1. Introduction

In reservation-based medium access control (MAC) proto-
cols, a mobile terminal sends a request to the base station
to obtain a contention-free access to the wireless channel.
However, in most of these systems, the request packet is
sent in contention with request packets from other connec-
tions. Thus, the most critical factor affecting the delay-
related quality of service (QoS) in a reservation MAC pro-
tocol is the contention phase that a connection goes through
before it is allowed contention-free packet transmissions.

For certain classes of traffic the contention phase is the
limiting factor in providing a delay-QoS guarantee, while
other traffic classes are less sensitive to the introduced de-
lay. The first packet of a voice talkspurt, a request for new
bit-rate in a real-time variable bit rate connection, or a hand-
off request for a real-time connection are examples of con-
trol packets sensitive to contention delay. On the other hand,
control packets for new data messages or request to establish
a new connection are less time sensitive. It is, thus, neces-
sary to find a contention access protocol that gives priority
to delay sensitive request packets in order to improve the
performance of multimedia wireless MAC protocols such as
those proposed to support wireless ATM.

Several contention protocols with mixed priorities have
been presented in the literature. Some protocols avoid col-
lisions between high and low priority packets [3,7,10,11].
They postpone low priority packet transmissions until they
detect, through channel feedback, that there is no more high
priority packet in the system. Other protocols allow col-
lisions between high and low priority packets [9,12,13,17]
and service priority is given by the collision resolution pro-
tocol. However, these priority protocols work on a slot-by-
slot basis and require an immediate feedback after each con-
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tention slot. This prevents the application of these schemes
in reservation protocols employing a frame structure similar
to the one illustrated by figure 1, as proposed for some wire-
less ATM systems [1,5,6,15]. In this structure, feedback for
the uplink transmissions is available only at the beginning or
end of each frame. A straightforward modification that can
be implemented is to divide the terminals intoN different
groups, one accessing each uplink control slot. Then, feed-
back information sent in the downlink control slots can be
used to update each independent group. Even if this mod-
ification will maintain the maximum global throughput, the
separation between groups is not desirable since it will cause
longer delays (for the same reason thatN servers of capac-
ity C/N with distinct queues produce a longer delay than a
single server of capacityC).

Thus, there is a need to find a new random access protocol
with mixed priorities that can be specifically adapted to the
frame structure of many reservation protocols. Since these
protocols are centrally controlled, information about the ac-
tual state of the multiple access algorithm can be centrally
maintained, allowing an easy adaptation by the algorithm to
the sensed channel state. On the other hand, a determinis-
tic algorithm cannot be used since we cannot make any as-
sumption about the active user population size. Finally, we
consider that in reservation protocols the overall throughput
is not determined by the random access throughput, but the
QoS is highly dependent on the delay encountered by re-
quest packets. Hence, our design criteria put more emphasis
on the access delay than on the throughput. Thus, we want to

Figure 1. Multimedia wireless MAC protocol frame structure.
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have low and fairly constant delays for the high priority traf-
fic over a relatively wide range of total traffic rates, without
introducing excessive delays for low-priority traffic.

To develop this new protocol, we have chosen to ex-
plore the possibilities offered by the slotted ALOHA pro-
tocol. The CSMA and CSMA/CD protocols [2] could also
have been considered to implement the desired random ac-
cess protocol with priorities. However, the ALOHA protocol
has the advantage of simplicity of operation for the mobile
terminals and is not affected by the hidden terminal prob-
lem. Furthermore, if each mobile is allowed only one con-
trol packet transmission in each frame as is usually the case
for reservation protocols, the CSMA and CSMA/CD proto-
cols cannot take advantage of their sensing capabilities to
increase the throughput.

The paper is organized as follows. In the next section, we
propose a slotted ALOHA protocol with mixed priorities.
A modification to adapt the protocol to the framed transmis-
sion environment is then introduced in section 3. Finally,
simulation results are presented in section 4.

2. Pseudo-Bayesian slotted ALOHA with priorities

It is known that the basic slotted ALOHA algorithm, which
allows a node to transmit new packets in the next slot when
it receives them, and to retransmit backlogged packets with
a fixed probabilityqr in subsequent slots, is unstable for any
value of the arrival rate. Thus, to implement a stabilized slot-
ted ALOHA with priority classes, we derive an algorithm
similar to the pseudo-Bayesian ALOHA stabilization algo-
rithm presented in [2,16].

Let new packets be regarded as backlogged immedi-
ately after their arrivals at the respective mobile terminals.
They will attempt transmission in subsequent slots until suc-
cess with a probability determined by their priority class
and the estimated backlogged state of the system. Con-
sider dividing the traffic sources intop priority classes.
The cumulative input arrival process consists ofp inde-
pendent Poisson processes with intensitiesλ1, . . . , λp . Let
n1, . . . , np andq1, . . . , qp, respectively, be the number of
backlogged packets and the transmission probability of each
traffic class. Then, the channel traffic generated by classi is
Gi(ni) = niqi and the total attempt rate isG(n1, . . . , np) =∑p

i=1 niqi . The probability that a packet of theith traffic
class is successfully transmitted in a slot is then given by

P isucc≈ Gi(ni)e−G(n1,...,np), (1)

and the probability that a packet from any class is success-
fully transmitted is

Psucc≈ G(n1, . . . , np)e−G(n1,...,np). (2)

We see that ifG(n1, . . . , np) is maintained at the optimal
value of 1, the system can achieve its maximum throughput
of 1/e. The throughput of priority classi is thenGi(ni)/e.
Thus, it is possible to adjust the throughput of each class to
a specific value, by adjusting its fraction of the total traffic.

Let γ1, . . . , γp be the priority parameters of the respective
traffic classes andGi(ni) = niqi = γi . From here on we
will assume without any loss of generality that the traffic
classes are ordered in decreasing priority (i.e., traffic class 1
has the highest priority and traffic classp the lowest prior-
ity). If we impose the constraint

∑p
i=1 γi = 1, we obtain the

desired maximum throughput 1/e and each traffic class has
a throughputγi/e.

Now, assume that at the beginning of a slot the number of
backlogged packetsni of priority classi (1 6 i 6 p) is sta-
tistically independent of other priority classes and given by
a Poisson distribution with parametern̂i > γi . Furthermore,
each packet of classi is independently transmitted in the slot
with probabilityqi = γi/n̂i .

Letn′i denote the number of backlogged packets of classi

at the end of a slot, excluding new arrivals. Using Bayes’
rule:

p(n1, . . . , np | slot event)

= p(slot event| n1, . . . , np)p(n1, . . . , np)

p(slot event)
, (3)

and since the marginal distribution ofni given the slot event
is given by

p(ni | slot event) =
p∑
j=1
j 6=i

∞∑
nj=0

p(n1, . . . , np | slot event),

(4)
we can find the joint and marginala posterioridistributions
of theni ’s for all the slot events (idle, success by a packet
from priority classj , or collision). Furthermore,n′i = ni
when we have either an idle or collision slot. For the case
where a packet from priority classj (16 j 6 p) was suc-
cessfully transmitted,n′i = ni for i 6= j andn′j = nj − 1.

Therefore, we can show that then′i ’s joint and marginal
probability distributions, given that the slot was either idle
or occupied by the successful transmission of a packet from
priority classj , are respectively given by

p
(
n′1, . . . , n′p

∣∣ idle or succj
) = e

p∏
i=1

(n̂i − γi)n′ie−n̂i
n′i !

(5)

and

p
(
n′i
∣∣ idle or succj

) = (n̂i − γi)n′i
n′i !

e−(n̂i−γi). (6)

Furthermore, the arrival process is Poisson and independent
of the contentions over the channel. Thus, the number of
backlogged packets of priority classi, including new ar-
rivals, after either an idle or successful slot, is also indepen-
dent and Poisson distributed with parametern̂i − γi + λi .
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For the case where a collision has occurred in the slot, the
n′i ’s joint and marginal probability distributions are:

p
(
n′1, . . . , n′p

∣∣ coll
)

= e

e− 2

p∏
i=1

e−n̂i
n′i !

(
p∏
i=1

n̂
n′i
i −

p∏
i=1

(
n̂i − γi

)n′i
−

p∑
i=1

[
n′iγi

(
n̂i − γi

)n′i−1
p∏
j=1
j 6=i

(
n̂j − γj

)n′j]), (7)

p
(
n′i
∣∣ coll

)
= e

e− 2

e−n̂i
n′i !

[
n̂
n′i
i − eγi−1[(2− γi)(n̂i − γi)n′i

+ n′iγi
(
n̂i − γi

)n′i−1]]
. (8)

We can clearly see that after a collision slot, the numbers
of backlogged packets in thep priority classes are neither
independent nor Poisson distributed. However, we can com-
pute the mean and variance of the obtained marginal distri-
bution and compare them with the mean and variance of a
random variableX that is Poisson distributed with parame-
ter n̂i + γi/(e− 2). We then find:

E
[
n′i
∣∣ coll

]= n̂i + γi

e− 2
,

E[x] = n̂i + γi

e− 2
,

(9)

Var
[
n′i
∣∣ coll

]= n̂i + γi

e− 2
−
(

γi

e− 2

)2

,

Var[x] = n̂i + γi

e− 2
.

Thus, we see that even if the distribution ofn′i , given that
there was a collision, is not quite Poisson, its mean and vari-
ance are similar to the Poisson distribution with parameter
n̂i + γi/(e− 2). Furthermore, we know thatγi 6 1 and that
n̂i is likely to be large when a collision occurs (and stabi-
lization will be more necessary when the number of back-
logged packets increase). Under these conditions, we see
that the variance becomes almost equal to the Poisson dis-
tribution. The similarity of the two distributions can also be
observed through plotting of their respective probability den-
sity function. For these reasons, the distribution of the num-
ber of backlogged packets for priority classi, after a colli-
sion slot, including new arrivals, is reasonably approximated
by a Poisson distribution with parametern̂i+γi/(e−2)+λi.

It can be shown that the correlation between the numbers
of backlogged packets of two different priority classesi and
j (i 6= j ) is given by

Corr
[
n′i , n′j

∣∣ coll
]

= −γiγj (e− 2)−2[(
n̂i + γi

e−2 −
( γi

e−2

)2)(
n̂j + γj

e−2 −
( γj

e−2

)2)]1/2 .
(10)

Sinceγ 6 1 and n̂ is likely to be large when there is a
collision, the correlation can be considered negligible. Fur-
thermore, the arrivals for each traffic class are independent.
Thus, we can reasonably assume that then′i ’s are indepen-
dent. Therefore, our initial assumptions on the independence
and Poisson distribution of the number of backlogged pack-
ets of each traffic classi are satisfied for all three possible
slot events, i.e., idle, success, or collision.

2.1. Algorithm

Based on the above results we can derive an algorithm to
implement a multiple access protocol with mixed priorities.
As before, considerp different priority classes with inde-
pendent Poisson arrival processes of intensitiesλ1, . . . , λp .
A lower index corresponds to a higher priority class. Letγi
be the priority parameter specified for traffic priority classi.
To maintain the priority order, we must haveγ1 > γ2 >
· · · > γp−1 > γp and the parameters must satisfy the rela-
tion

∑p

i=1 γi = 1.
The algorithm operates by maintaining for each priority

classi an estimatênti of the number of backlogged packets
nti at the beginning of each slott . For each priority classi,
an effective priority parameter̂γ ti is also computed (this is
needed to avoid the condition thatγi > n̂ti). A new arrival
during slott is immediately regarded as backlogged and it
will attempt transmission in each subsequent slot after its
arrival until success. The transmission probability for each
priority class is derived below. While a mobile terminal is
backlogged, no other arrival is allowed until the terminal has
successfully transmitted its packet.

At the beginning of each slott , n̂ti is updated from̂nt−1
i ,

γ̂ t−1
i and the slot event feedback for slott − 1 according to

the rule:

n̂ti =


max

(
λi, n̂

t−1
i + λi − γ̂ t−1

i

)
,

for idle or success,

n̂t−1
i + λi + γ̂ t−1

i

e− 2
, for collision.

(11)

The priority parameterγi is assigned a fixed value when
the system is initialized. However, the transmission proba-
bility qti of priority classi for slot t , given byγi/n̂ti , cannot
be greater than one. Therefore, ifγi > n̂ti for some prior-
ity classi, we setqti = 1, and thus, the “effective” value of
the priority parameterγi (γi = n̂tiqti = n̂ti ) for the through-
put equation is no longer equal to its initial optimal value.
Furthermore, sincênti < γi , we have

∑p

i=1 γi < 1 and the
total throughput is lower than its optimal value of 1/e. Thus,
to maintain the optimal throughput, we should increase the
traffic of the remaining priority classes by assigning the dif-
ference between the fixedγi and n̂ti to the other priority
classes. We propose a prorating algorithm to dynamically
compute, at the beginning of each slott , for each priority
classi, the effective priority parameter̂γ ti based on the fixed
priority parametersγi and the estimated numbers of back-
logged packetŝnti .
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The parameterŝγ ti are set such that
∑p

i=1 γ̂
t
i = 1. For

each priority classi, the prorating algorithm initially sets its
effective priority parameter̂γ ti toγi if γi 6 n̂ti , or ton̂ti other-
wise. If

∑p
i=1 γ̂

t
i < 1, to maintain the optimum throughput,

the “leftover” (i.e., 1−∑p

i=1 γ̂
t
i ) is added to the effective pri-

ority parameter of the highest priority class (i.e.,γ̂ t1) in order
to increase its transmission probability and, therefore, de-
crease its waiting time. Then, if̂γ t1 6 n̂t1, the prorating algo-
rithm is stopped; otherwise,̂γ t1 is set ton̂t1 and the same pro-
cedure is repeated for each priority classi (i > 1) in order
of decreasing priority. After this procedure, if

∑p

i=1 γ̂
t
i < 1,

the “leftover” is assigned to each priority class in propor-
tion to its packet arrival rate. The prorating algorithm can be
summarized as follows:

for each priority classi

γ̂ ti = min

(
n̂ti ,1−

i−1∑
j=1

γ̂ tj −
p∑

j=i+1

min
(
n̂tj , γj

))
,

L = 1−
p∑
i=1

γ̂ ti ,

for each priority classi

γ̂ ti = γ̂ ti +
λi∑p

j=1 λj
L.

Having determined̂nti and γ̂ ti at the beginning of slott ,
each backlogged packet in each priority classi is indepen-
dently transmitted in slott according to the transmission
probabilityqti , which is calculated as follows:

qti = min

(
1,
γ̂ ti

n̂ti

)
. (12)

3. Framed pseudo-Bayesian ALOHA with priorities

Many reservation protocols employ a frame structure similar
to the one presented in figure 1. Therefore, control packets
are not sent on a slot basis but on a frame basis. To adapt
the slotted algorithm for such reservation protocols’ control
traffic we propose a strategy whereby a new packet, having
arrived at a mobile terminal, waits until the next frame before
attempting its first transmission (i.e., a gated system). Start-
ing from the next frame, the terminal will independently at-
tempt to transmit the packet in each framet with probability
qtr , in a slot chosen randomly and independently from frame
to frame.

Suppose that there areK slots in a frame and thea pri-
ori distribution of the total number of backlogged packets
nt at the beginning of framet is Poisson with parametern̂t .
If each backlogged packet independently chooses a slot in
the frame for transmission, then the distribution of the num-
ber of backlogged packetsntk that have chosen a given slotk
(k = 1, . . . ,K) is Poisson with parametern̂t /K and inde-
pendent of other slots in the frame. We can, therefore, ap-
ply the pseudo-Bayesian algorithm presented in the previous
section (for the case where there is only one priority class)
independently for each slot to update the estimated number

of backlogged packetŝnt+1
k , based on the feedback on the

outcome of each slot. The exact time of the feedback is not
important, as long as it is received before the next frame.
Thus,nt+1

k , the number of backlogged packets in each slotk

after either an idle, success or collision slot, is an indepen-
dent Poisson random variable with parametern̂t+1

k . Hence,
nt+1, the total number of backlogged packets at the begin-
ning of framet + 1, is also Poisson with mean

∑K
k=1 n̂

t+1
k ,

which satisfies our initial assumption.
This result can be easily extended to the case where we

havep priority traffic classes contending for the slots in the
frame. If each of thênti backlogged packets of priority classi
(16 i 6 p) chooses independently one of theK slots in the
frame for transmission with a uniform probability, then at the
beginning of framet , the number of backlogged packets of
priority classi for each slotk (16 k 6 K) is independently
Poisson distributed with parametern̂ti/K. We can then in-
dependently apply for each slotk the pseudo-Bayesian rule
given by equation (11) to compute the updated estimate of
the number of backlogged packets after the slot. Further-
more, the number of backlogged packets of each priority
classi in each slotk after either an idle, success or collision
slot, is an independent Poisson random variable. Therefore,
n̂t+1
i , the updated estimate of the total number of backlogged

packets of priority classi at the end of framet , is given by
the sum of the updated estimates of allk slots in framet .

3.1. Algorithm

Using these results, we can derive from the pseudo-Bayesian
priority algorithm presented in the previous section a multi-
ple access protocol with mixed priorities for aK-slot frame.
The arrival rateλi for each priority classi (16 i 6 p) is
given in number of packets per slot. The same definitions
that were presented in section 2 forγ , γ̂ and priority order
are assumed.

The algorithm operates by maintaining for each priority
classi an estimaten̂ti of the total number of backlogged
packetsnti at the beginning of each framet . A new arrival
during framet is immediately regarded as backlogged and
it will attempt transmission in each subsequent frame after
its arrival until success. Meanwhile, the respective mobile
terminal is blocked from further new arrivals.

At the beginning of each framet , for each priority class
i, n̂ti is updated from̂nt−1

i , γ̂ t−1
i and the slot event feedback

for framet−1 (letnnc be the number of idle or success slots
andnc the number of collision slots in framet−1) according
to the rule:

n̂ti =Kλi + nnc max

(
0,
n̂t−1
i

K
− γ̂ t−1

i

)
+ nc

(
n̂t−1
i

K
+ γ̂ t−1

i

e− 2

)
. (13)

To maintain the optimum throughput in each slotk in the
frame, we apply the prorating algorithm presented in sec-
tion 2, with the only difference that the estimated number of
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backlogged packet in a slot is given byn̂ti/K. We, thus, find
the effective priority parameter of each priority class using
the following modified prorating algorithm:

for each priority classi

γ̂ ti = min

(
n̂ti

K
,1−

i−1∑
j=1

γ̂ tj −
p∑

j=i+1

min

(
n̂tj

K
, γj

))
,

L = 1−
p∑
i=1

γ̂ ti ,

for each priority classi

γ̂ ti = γ̂ ti +
λi∑p
j=1 λj

L.

Then each backlogged packet of each priority classi is inde-
pendently transmitted in a randomly selected slot (each slot
has a probability 1/K of being chosen) in framet according
to the transmission probabilityqti . The transmission proba-
bility for each classi is selected such that the overall access
rate in each slot of the frame is maintained at its optimal
value. This is achieved using equation (12) to compute the
transmission probabilities by replacingn̂ti by n̂ti/K, the esti-
mated number of backlogged packets in each slot of a frame
of lengthK. Thus, the transmission probability in framet
for priority classi is calculated as follows:

qti = min

(
1,
γ̂ ti

n̂ti
K

)
. (14)

4. Simulation results

In this section we present the simulation results for the slot-
ted and framed pseudo-Bayesian priority algorithms. To
evaluate the proposed algorithms, the waiting time statis-
tics are compared with those obtained without access pri-
ority between the traffic classes (“Basic PB” protocol). In
the simulations, the arrival rate values used by the backlog
estimation algorithm are estimates computed from a mov-
ing time-average of successful transmissions for each traffic
class over a window period of 500 slots. To ensure reliable
steady-state statistics, we have run the simulation for a pe-
riod of at least 10 million slots with each parameter set. The
framed scheme is configured with ten slots per frame and
the waiting time for this scheme is measured in number of
frames, a time unit commonly used in a framed environment.
We also assumed an infinite number of terminals such that
no arrivals are discarded.

Figure 2 shows, for the framed system, the effect of the
priority parameter on the average waiting time when the ar-
rival rates are fixed for both priority classes. As expected
from the throughput equations presented in section 2, we
observe that a traffic class has a delay advantage when its
arrival rate is smaller than its fair share of the total through-
put (i.e.,λi 6 γi

∑p

j=1 λj ). An interesting phenomenon can
also be observed that the average waiting time experienced
by both traffic classes shows a decreasing trend as the prior-
ity parameter deviates by an increasing amount from the fair

Figure 2. Average waiting time as a function of the priority parameter for
the framed system.λ1 = 0.15 andλ2 = 0.20 packets/slot.

Figure 3. Average waiting time as a function of traffic class one arrival rate
for the slotted system.λ2 = 0.18 packets/slot andγ1 = 1.

share point. Thus, the optimum operating point is atγ1 = 1
when traffic class one is the high priority traffic.

The average waiting time as a function of the arrival rate
of the high priority traffic class is illustrated in figures 3
and 4. Since, as explained previously, the optimal operat-
ing point is atγ1 = 1, this value is used to obtain all sub-
sequent results presented in this section. It is apparent from
the figures that the average waiting time of the high-priority
traffic is relatively constant (in fact, it increases very slowly
as the arrival rate of the high priority traffic increases) over
a wide range of traffic conditions, even when the overall ar-
rivals are near the maximum total arrival rate (around 0.36
packets/slot) that can be supported by a slotted ALOHA
system. Also, the average waiting time of the two priority
classes taken together is always lower than that of the refer-
ence basic PB protocol, and the low-priority traffic class suf-
fers only a small degradation of its waiting time compared to
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Figure 4. Average waiting time as a function of traffic class one arrival rate
for the framed system.λ2 = 0.25 packets/slot andγ1 = 1.

Figure 5. CDF of the waiting time for the slotted system.λ1 = 0.15 and
λ2 = 0.20 packets/slot. γ1 = 1.

the reference basic PB protocol. Similar results are observed
for other traffic conditions [4].

Figures 5 and 6 show theCumulative Density Function
(CDF) of waiting time in the slotted and framed systems, re-
spectively. The presented results are for a total arrival rate
of 0.35 packets/slot which is almost the saturation point for
the basic PB algorithm. For both systems, we can clearly ob-
serve the substantial improvements in terms of reduced wait-
ing time for the high-priority traffic class. For example, for
the slotted system (figure 5), 70% of the high priority pack-
ets are transmitted less than 3 slots after their arrivals, while
for the reference algorithm, it takes 30 slots. Furthermore,
90% of the high-priority packets are transmitted less than
7 slots after their arrivals with the priority protocol while
for the non-priority algorithm it is completely out of range.
For the framed system, the improvement is less spectacular
but is still quite interesting. For example, we improve from
a situation where 90% of the packets were transmitted less

Figure 6. CDF of the waiting time for the framed system.λ1 = 0.15 and
λ2 = 0.20 packets/slot. γ1 = 1.

Figure 7. Average waiting time as a function of the traffic class one priority
parameter for the slotted system.λ1 = 0.05, λ2 = 0.15 andλ3 = 0.15

packets/slot.

than 10 frames after their arrivals in the reference system
to a transmission under 4 frames for priority packets, which
represents a decrease of the waiting time of 60%.

4.1. Multiple traffic classes

We have also performed simulations to determine how the
algorithm reacts when more than two priority classes con-
tend for the channel. The results presented in this section
are for three priority classes but similar trends have been ob-
served for higher number of classes. The prorating algorithm
implements the following priority order: class one, class two
and then class three. Thus, even if two classes have the same
priority parameter, a priority order will be given by the pro-
rating algorithm.

Figure 7 illustrates the impact of the class one priority
parameter on the waiting time for the slotted system. The
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priority parameters of the two other classes were set toγ =
(1− γ1)/2. Thus, no advantage is given to any of the low
priority classes by the priority parameter. Only the prorating
algorithm will implement the priority order among the two
classes.

We observe that the algorithm is performing as expected
with three priority classes. That is, when the priority pa-
rameter of traffic class one exceed its share of the total
throughput, it has the lowest waiting time of all traffic
classes. We also see that even if class two and three have the
same priority parameter, class two traffic has a lower waiting
time resulting from the priority order in the prorating algo-
rithm. This confirms that the prorating algorithm is a key
contributor to the performance of the priority system. Fi-
nally, we see that the optimum operating point is, as in the
two priority classes case, atγ1 = 1. At this point, the “aver-
age” waiting time is at its lowest value.

4.2. Self-similar traffic

The priority pseudo-Bayesian algorithms have been derived
with the fundamental Poisson traffic assumption. However,
it has been observed that real data traffic does not behave
like a Poisson process; instead it exhibits long-range depen-
dence and self-similar characteristics [8]. In order to val-
idate the pseudo-Bayesian algorithms for utilization in the
“real world”, we must submit them to non-Poisson traffic to
observe their robustness. Thus, we have run simulations of
the pseudo-Bayesian algorithms with an asymptotically self-
similar process for data packet arrivals.

It has been shown that multiplexing constant-rate data
streams, that have a Poisson arrival process and a heavy-
tailed distributed stream lifetime with infinite variance, re-
sults in an overall data traffic flow which packet arrival
process is asymptotically self-similar [14]. It can be shown
that the following probability density function satisfies the
property of a heavy-tailed distribution with infinite variance:

p[X = x] = 4

x(x + 1)(x + 2)
for x > 1. (15)

For comparison, the proposed algorithms are simulated
with self-similar traffic sources which overall data flows
have the same arrival rates as the respective Poisson sources.
To generate a self-similar traffic flow with an arrival rate
of λi (packets per slot) for priority classi, we generate mul-
tiple data streams of priority classi which arrival process
is Poisson with intensityλci , such thatλci E[X] = λi , and
X is distributed according to equation (15). Then each data
stream generates one packet of priority classi per slot (per
frame for the framed algorithm) for a random period of time,
i.e., the stream lifetime, drawn from the probability distribu-
tion given by equation (15). The data packets from the mul-
tiple data streams are combined into one data flow, which
has an overall packet arrival rate ofλi .

The basic (non-priority) and priority pseudo-Bayesian al-
gorithms have been simulated with the same traffic scenar-
ios. We have also computed separately the average wait-

Table 1
Class one waiting time (frames) for framed pseudo-Bayesian algorithms

with self-similar traffic (90% c.i.).

λ1 λ2 Poisson Non-priority Priority Improvement
traffic algorithm algorithm

0.05 0.15 1.4 1.7 1.5 0.16 (0.15–0.16)
0.05 0.20 1.6 2.6 1.8 0.79 (0.77–0.81)
0.05 0.25 2.0 6.5 2.2 4.3 (4.0–4.6)
0.05 0.30 4.7 34 2.6 31 (29–33)
0.10 0.10 1.4 1.7 1.5 0.15 (0.15–0.16)
0.10 0.15 1.6 2.7 1.8 0.77 (0.75–0.79)
0.10 0.20 2.0 6.2 2.2 4.0 (3.8–4.2)
0.10 0.25 4.7 34 2.6 31 (30–33)
0.15 0.15 2.0 6.1 2.2 3.9 (3.7–4.1)
0.15 0.20 4.7 33 2.6 31 (29–32)

ing time of each traffic class in the non-priority algorithm
to allow a better comparison of the results between the non-
priority and priority algorithms. For each traffic scenario,
we have also determined the average waiting time improve-
ment for high priority (traffic class one) packets. By feed-
ing self-similar traffic to the system based on Poisson traf-
fic assumptions, it is not guaranteed that the system will be
stable or that it will achieve maximum throughput. How-
ever, no unstable conditions were observed from the sim-
ulations with self-similar traffic when the total traffic was
kept below the maximum throughput for Poisson traffic (i.e.,∑p

i=1 λi 6 e−1). Although this does not guarantee stability,
it demonstrates the robustness of the algorithm.

Table 1 presents the average waiting time results obtained
for traffic class one with the framed system. Waiting time
improvement results are given with their 90% confidence in-
terval for 400 simulation runs. Results for the non-priority
pseudo-Bayesian algorithm with Poisson traffic are also pre-
sented for comparison. From these results, it is evident that
there is a degradation of the average waiting time with self-
similar traffic, compared to the average waiting time ob-
tained with Poisson traffic. However, this is expected since
self-similar traffic is more bursty than Poisson traffic, and
thus, some packets can experience very long delays. Never-
theless, the results show that the priority algorithm performs
well compared to the non-priority algorithm. Furthermore,
when the overall traffic is close to saturating the channel,
the average waiting time of the high-priority traffic remains
stable at a level similar to that under less congested traffic
conditions. Similar results have been obtained for the slot-
ted system. While it is not possible to present the results
of all the simulations performed for a much wider number
of traffic scenarios for both the slotted and framed systems
(interested readers are referred to [4]), it is notable that in
all cases considered, our proposed priority scheme always
improves the average waiting time for the high priority traf-
fic.

5. Conclusion

In this paper we have presented a new pseudo-Bayesian
ALOHA algorithm with priorities. We have shown by our
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simulation results that our algorithm provides a significant
delay improvement for high-priority packets with both Pois-
son and self-similar traffic characteristics, while low-priority
packets only experience a slight performance degradation.
The main advantages of the proposed scheme over previ-
ously known priority protocols are its simplicity and its
adaptability to the frame structure widely used for wireless
ATM. The proposed priority protocol can be used in any situ-
ation where multiple traffic streams with different quality of
service requirements contend for the same multiple access
channel.

Our framed priority protocol is well suited for applica-
tion in reservation MAC protocols where a certain number
of slots per frame are used for control traffic contention. The
traffic in these slots, consisting of packets for reservation at
the beginning of a voice talk spurt or data burst, requests
for new connection admission, handoff requests, etc., can
be well approximated as Poisson. Our priority protocol can
be used to implement access priorities among these differ-
ent control traffic types, since the contention delay is an
important factor in the overall performance of these MAC
protocols with respect to specific traffic classes. For ex-
ample, in [4,5], we have proposed a wireless ATM MAC
protocol where the control slots access is managed by the
framed pseudo-Bayesian priority algorithm, and presented
simulation results which show that the quality-of-service of-
fered to voice connections is significantly improved and the
overall throughput for the integrated voice and data system
is enhanced. Thus, we believe that the proposed pseudo-
Bayesian protocol with mixed priorities could be an impor-
tant element of any efficient MAC protocol for multimedia
wireless ATM.

Finally, it would be interesting to extend the analysis pre-
sented in section 2 to the CSMA and CSMA/CD protocols
in order to obtain higher throughput. Furthermore, for the
case where the control packets in a reservation protocol can
be sent during the uplink control period in a slotted channel
with carrier-sensing capability, the overall performance of
the protocol could be significantly improved by using CSMA
or CSMA/CD in combination with our pseudo-Bayesian pri-
ority algorithm.
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